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Australia’s National Telematics 
Framework – A recap

• Developed between TCA and 
Australian Governments

• Performance-based and outcome 
driven

• Privacy by design
• Encourages the 

co-existence of commercial and 
regulatory applications

• Recognised as world’s best 
practice, recognised as an ISO 
standard (ISO 15638)
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Presenter
Presentation Notes
Governments have a thirst for data

That data provides assurance that vehicles are adhering to various laws, including access conditions




National Telematics Framework
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Why is Privacy Important?

• Telematics Data is highly granular, 
accurate and generated at high frequency

• Commercially sensitive
• Personal Information
• Potential for misuse

Telematics data = Surveillance



What do we mean by
regulatory telematics?

Ultimately, it is the 
provision of vehicle 
data that is to an 
evidentiary standard 
and can be solely 
relied upon to 
prosecute.

Presenter
Presentation Notes
Regulators can speak softly when they carry a big stick




There are several defining features:
• Legislative underpinning
• Defined roles and responsibilities, with roles and 

responsibilities assigned to service providers
• Privacy by design (including secure storage retention, 

strong controls on what data is able to be 
provided to government)

• Penalties for tampering and mis-use of data
• Transport operators retain ownership of data (and 

used for multiple purposes – one box, many uses)

Information Management for 
regulatory telematics programs



Transport operator consent

• Most IAP schemes are opt-in
• Enrolment process for regulatory telematics programs 

require consent 
(and disclosure of intended use)

• Intelligent Access Condition requires Operators to 
acknowledge monitoring



Driver Notification – In Cab 



Legislative Underpinning

Australia’s Heavy Vehicle National Law:
– Provisions for data ownership
– Record keeping, disclosure and destruction
– Data that is collected must be necessary for intended purpose
– Requirement to destroy data
– Drivers must be notified of monitoring
– Correction of errors
– Penalties for improper disclosure



Defined Roles and Responsibilities
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Presenter
Presentation Notes
These roles and responsibilities are aligned to incentivise proper use of the data
IAP Service Providers are commercial ‘subject’ of Transport Operators
Road agencies only receive the data they are entitled to
TCA is structurally separated from government, not responsible for carrying out compliance activities 




Defined Roles and Responsibilities
TCA
• Structurally separated from Government
• Liable to penalties for improper disclosure
• Requirement to destroy information generally 

after one year
Service Providers
• Commercial ‘Subjects’ of Transport Operators
• Liable to penalties for improper disclosure



Transport Operators
• Retain ownership of their telematics data
• Right to access to information/have errors fixed
• IAP information must be destroyed

Defined Roles and Responsibilities



IAP – What road authorities see



IAP – What road authorities don’t see

• Compliant operation data
• Highly granular, address specific
• Commercially and personally sensitive information

IAP Information ≠ Surveillance



Find out more
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Visit our website:

www.tca.gov.au

Contact us:

Paul Corkill
General Manager Operations
P: 61 3 8601 4600
E: paulc@tca.gov.au

http://www.tca.gov.au/
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